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3 October 2023 
 

 
 

 
Ref: OIA-2023/24-0059 

Dear  
 
Official Information Act request relating to Cyber Security Advisory Committee (CSAC) 
and Single Front Door (SFD) 
 
Thank you for your Official Information Act 1982 (the Act) request received on 27 July 2023. 
You requested: 
 

 
1. The list of potential panel members for the CSAC, and the Ministers who 
appointed the selected panel members to the CSAC 
 
2. Copies of the Terms of Reference for the CSAC, including the four workstreams 
 
3. CSAC meeting agendas from 20 December 2021 to the current date 
 
4. DPMC issues paper from the inaugural workshop, referred to on page 13 of the 
CSAC Report, 24 March 2022 
 
5. Customer orientation study questions, participants, responses, and findings 
(March 2022) 
 
6. Final report on workstream 4 (22 May 2022) 
 
7. Supplementary issues paper (28 June 2022) 
 
8. Feedback on June Cabinet paper “Cyber Security - Strengthening resilience in 
the wider economy” (26 July 2022), and the cabinet paper itself, if not proactively 
released 
 
9. List of agencies consulted on the SFD draft (approximately September 2022), 
dates and timeframes for consultation, and responses  
 
10. The further report prepared in October 2022 referred to in the answer of PQ 
12199 (2023) 
 
11. The SFD recommendations to Ministers (15 October 2022) [if not the same as 
above] 
 
12. Official correspondence with CSAC, Ministers, and / or other agencies related to 
CSAC and / or SFD 
 
13. Conflicts of Interest declared by CSAC committee members 
 
14. Information on consultations undertaken by or on behalf of CSAC, or about SFD, 
if any, including parties consulted, dates and timeframes for consultation, and 
responses 
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15. Date of dissolution of the CSAC 
 
16. Budget appropriations and / or expenditures of the CSAC 
 
n.b.: If responses to consultations are to be withheld under the OIA, please provide 
a numerical summary of any submissions: (for / against / neutral), (individual / 
organisation), (counts). If a numerical summary in this approximate format is not 
held, please seek clarification and advise what is held or is able to be created. 

 
On 24 August 2023, I responded to the following questions of your request – 1, 2, 4, 6, 7, 8, 
10, 11, 15, and 16. In my response, I advised that some information would take longer to 
prepare. I am now in a position to respond to your outstanding questions. Thank you for your 
patience as we processed your request. 
 
The responses to questions 3, 5, 9, 12, 13, and 14 are as follows. 
 
3.  CSAC meeting agendas from 20 December 2021 to the current date 

Please find enclosed the agendas for the Cyber Security Advisory Committee (CSAC) for the 
period of 20 December 2021 – 28 September 2022, subject to information being withheld as 
noted. The relevant grounds under which information has been withheld are as follows:  
 

• section 9(2)(a), to protect the privacy of individuals 

• section 9(2)(f)(iv), to maintain the confidentiality of advice tendered by or to 
Ministers and officials 

• section 9(2)(k), to prevent disclosure or use for improper gain or advantage. 
 
Please note that there is an administrative error in the CSAC meeting agenda for 
13 September 2022. Where the agenda refers to Liz McPherson, Chief Executive from the 
Office of the Privacy Commissioner, that should be Liz MacPherson, Deputy Privacy 
Commissioner.  
 
In my response to you on 24 August 2023, you were referred to an earlier response to a 
request for CSAC agendas and minutes which included a typographical error.  
The grounds relating to the withholding of CSAC meeting minutes, 9(2)(b)(i) and 9(2)(b)(ii), 
should have been 9(2)(ba)(i) and 9(2)(ba)(ii). The descriptions on why the material is 
withheld in the earlier response are correct and the error is contained to the redaction code 
only.  
 
5. Customer orientation study questions, participants, responses, and findings 

(March 2022) 

I can advise that the study questions, participants, and responses are withheld in full under 
section 9(2)(ba)(i), to protect the supply of similar information in the future, where information 
was provided in confidence.  
 
As referred to in our earlier response to you of 24 August 2023, the findings are publicly 
available, here:  
 
New Zealand Cabinet Cyber Security Advisory Committee Report back on Workstreams 
1/2/3 - July 2023 - Department of the Prime Minister and Cabinet (dpmc.govt.nz) 
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9. List of agencies consulted on the SFD draft (approximately September 2022), dates 

and timeframes for consultation, and responses 

I can advise that the list of agencies consulted is withheld in full under section 9(2)(ba)(i), to 
protect the supply of similar information in the future, where information was provided in 
confidence. 
 
12. Official correspondence with CSAC, Ministers, and / or other agencies related to 

CSAC and / or SFD 

Please find enclosed copies of official correspondence from the Minister for the Digital 
Economy and Communications to CSAC members, subject to information being withheld as 
noted. The relevant grounds under which information has been withheld are: 
 

• section 9(2)(a), to protect the privacy of individuals 

• section 9(2)(f)(iv), to maintain the confidentiality of advice tendered by or to 
Ministers and officials. 

 
Please note, Mandy Simpson left the Cyber Security Advisory committee mid-term and was 
not replaced. Therefore, there is no extension or conclusion letter for Mandy Simpson.  
 
Furthermore, the appointment letters included identical attachments to all committee 
members. As such, we have included one copy of the attachments in the enclosure.  
 
13. Conflicts of Interest declared by CSAC committee members 

Please find enclosed copies of the Conflict-of-Interest forms for members of the CSAC, 
subject to information being withheld as noted. The relevant grounds under which information 
has been withheld are: 
 

• section 9(2)(a), to protect the privacy of individuals.  
 
14. Information on consultations undertaken by or on behalf of CSAC, or about SFD, if 

any, including parties consulted, dates and timeframes for consultation, and 
responses 

This information is withheld in full under section 9(2)(ba)(i), to protect the supply of similar 
information in the future, where information was provided in confidence.  
 
In making my decision, I have considered the public interest considerations in section 9(1) of 
the Act. No public interest has been identified that would be sufficient to override the reasons 
for withholding that information. You have the right to ask the Ombudsman to investigate and 
review my decision under section 28(3) of the Act. This response will be published on the 
Department of the Prime Minister and Cabinet’s website during our regular publication cycle. 
Typically, information is released monthly, or as otherwise determined. Your personal 
information including name and contact details will be removed for publication. 
 
 
Yours sincerely 
 

 
Tony Lynch  
Deputy Chief Executive 



































































DRAFT TERMS OF REFERENCE FOR THE CYBER SECURITY 
ADVISORY COMMITTEE (CSAC) 
Context 

1. Public-private collaboration is a key element in best-practice development and
delivery of cyber security initiatives. While the government has a central role in
national security and critical events, the private sector develops and deploys most
cyber security solutions. A coordinated approach to security, drawing on public
and private sector inputs, will provide the best way for us to strengthen New
Zealand’s overall resilience, reduce duplication, and improve security outcomes
for all.

2. New Zealand’s Cyber Security Strategy 2019 provides a framework for
government-led action and sets New Zealand’s direction for cyber security.
Amongst its priorities, the Strategy outlines the importance of public and private
sector cooperation and articulates the importance of joint leadership.

3. The government is currently considering options to lift the cyber security and
resilience of both the public and private sectors in New Zealand. Advice from the
private sector on how best to achieve this will be essential in ensuring effective,
innovative, and ambitious solutions are considered as part of this work.

The purpose and scope of the Cyber Security Advisory Committee 

4. The Cyber Security Advisory Committee (CSAC) is convened by the Minister for
the Digital Economy and Communications, in consultation with the Minister
Responsible for the GCSB, to provide independent expert advice to the
Government on options to improve the cyber security and resilience of the private
sector and broader society.

5. The purpose of the CSAC will be to provide ideas, advice, and options to Ministers
and to government agencies on:

• Lifting the cyber security capability of the private sector and its resilience
when under threat;

• Providing recommendations around a scalable cyber security framework
for New Zealand companies and organisations;

• Providing insight and recommendations around the customer orientation of
government agencies working on cyber security matters; and

• The design and establishment of a permanent public-private collaboration
forum on cyber security with the aim of better connecting and harnessing
the New Zealand cyber security ecosystem.

6. Out of scope for the CSAC is other work being undertaken across government,
such as education, the economy, investment, and trade policies, unless
specifically requested by the Minister or unless it has a direct bearing on the areas
outlined above.

 



Outputs 

7. The CSAC will:

• Draw on the expertise of the private sector and civil society and international
good practice to deliver advice to the Ministers on tackling specific issues within
the focus areas outlined above. This could take the form of reports,
recommendations, advice, or comment on government papers.

• As appropriate, work closely with and consider the work of other relevant
groups and processes across the public service in providing advice to
government (such as the Digital Council for Aotearoa, the Digital Strategy for
Aotearoa, and the Data Iwi Leaders Group).

• Have regard for the Treaty of Waitangi / Te Tiriti o Waitangi when forming their
advice to the Minister.

8. The specific deliverables the CSAC will address during its term will be agreed
between the Minister for the Digital Economy and Communications, in consultation
with the Minister Responsible for the GCSB, and the Chair.

9. The Minister may ask for the CSAC to provide specific pieces of ad-hoc advice as
issues arise.

10. If the CSAC believes there is an issue of importance that is emerging and not
being adequately addressed, the Chair will raise this with the responsible Minister
for discussion and consideration.

Accountability 

11. The Committee is accountable to the Minister for the Digital Economy and
Communications for the quality and timeliness of its advice and any reports.

How the CSAC will deliver its work 

12. The Minister for the Digital Economy and Communications, in consultation with
the Minister Responsible for the GCSB, will be responsible for setting the specific
deliverables for the CSAC and determining the timeframes for delivery.

13. The CSAC is expected to report to, and meet with, the two Ministers (or their
representatives) every month or as agreed. Other communication may also be
required in between, particularly with the Chair.

14. The CSAC will also be required to meet with government agencies up to once per
month or as agreed, to share ideas, and discuss and offer comment on proposals.
Officials will be responsible for further analysis, scoping, and refining of any ideas
or options proposed by the CSAC.

Membership and appointments 

15. The CSAC is intended to be a temporary advisory body. Members will be
appointed by the Minister for the Digital Economy and Communications, in
consultation with the Minister Responsible for the GCSB, for an initial term
commencing on the date of appointment and concluding no later than 15 June
2022.



16. The CSAC will have 8 members, including a Chair. The Minister for the Digital
Economy and Communications, in consultation with the Minister Responsible for
the GCSB, will determine the membership of the CSAC.

17. The Minister for the Digital Economy and Communications, in consultation with
the Minister Responsible for the GCSB, has discretion to add or remove members,
including the Chair. CSAC members may resign by informing the Minister for the
Digital Economy and Communications and the Chair in writing.

18. The Terms of Reference may be reviewed periodically by the Minister for the
Digital Economy and Communications, in consultation with the Minister
Responsible for the GCSB, the Chair, and the CSAC members.

Criteria and expertise 

19. The CSAC will comprise private sector representatives, and may also include
academia or civil society representation if so decided by Ministers.

20. The following criteria will be used to determine the CSAC membership:

i. Domain knowledge: Members need to bring relevant knowledge and
experience in one or more of the following areas: cyber security, cloud,
technologies, private sector governance, skills uplift, innovation, critical
infrastructure security and resilience, supply chain security.

ii. Awareness of the New Zealand context: Members need to bring an
understanding of the current cyber security landscape in New Zealand,
including threats and issues being faced by organisations, as well as
current cyber security capabilities and services in New Zealand.

iii. Ability to think broadly and strategically: Members need to be able to think
strategically and creatively about the shifts required in the cyber security
landscape to effect meaningful change on the overall direction of New
Zealand’s cyber security policy and strategy.

iv. Commitment to improved cyber security in New Zealand: Members must
be able to see beyond their own interest areas, and bring a sector-wide
view that will benefit the nation, rather than a narrow interest group or
their own business.

v. Collaboration: It is critical that Advisory Committee members can work
together to deliver advice, insights, and recommendations to government.
The members would have demonstrated a strong ability to work with other
individuals and groups, and consider perspectives different to their own.

21. In addition, members will represent a diversity of backgrounds (including in age,
gender, and ethnicity) and expertise.

22. The CSAC may also draw on the knowledge of other experts that will not be
members but may provide specific, expert advice. This may also include



individuals or counterpart councils overseas, who could bring insights and ideas 
to adopt or adapt in a New Zealand context. 

Independence of advice 

23. Members (including the Chair) serve in a personal capacity unless otherwise
indicated.

24. Members are appointed to provide expert impartial advice based on their
knowledge and expertise. They are not appointed to represent the interests of any
single sector, stakeholder or special interest group, unless explicitly provided for
when appointed.

Conflicts of interest 

25. In making themselves available for appointment, members must declare and
disclose that there is no actual, potential or perceived conflict of interest, that
cannot be appropriately managed, which would preclude their appointment.

26. This will include:

• Completing a formal Conflict of Interest Declaration; and

• Notifying the CSAC Chair and Secretariat immediately should any additional
conflict of interest arise during the time the CSAC is operational.

27. Where a conflict arises, it is up to the CSAC Chair to determine the appropriate
action for mitigating the conflict, including excusing members from the relevant
discussion, advice, or activity.

28. The Secretariat will maintain a register of such conflict declarations.

29. CSAC members accept that failure to declare a conflict of interest may result in
their immediate removal from the CSAC.

Meetings 

30. Meetings of the CSAC will be held virtually, unless otherwise advised.

31. Meetings between the CSAC and responsible Ministers will be advised by the
office of the Minister for the Digital Economy and Communications. Agendas will
be provided in advance by the Minister’s office.

32. Meetings between the CSAC and stakeholder government agencies will be
advised and supported by the Secretariat. Agendas and papers will be provided
in advance by the Secretariat.

33. CSAC members are expected to attend meetings wherever reasonably possible.

Secretariat

34. The Department of the Prime Minister and Cabinet will host a Secretariat function
for the CSAC, and will ensure there is appropriate support for the CSAC.



Media 

35. The CSAC, and CSAC members acting in that capacity, will not make media
statements without the prior agreement of the Minister for the Digital Economy and
Communications.

36. If the CSAC is asked to provide comment on any issue relating to cyber security
by a third party (i.e. other than relevant Ministers or government agencies), the
CSAC will forward the question or request to the Secretariat.

37. This section in no way limits any CSAC member making public comment in their
individual or organisational role, only as a representative of the CSAC.

Remuneration and expenses 

38. CSAC members will be eligible for reimbursement in accordance with the Cabinet
Fees Framework (Group 4, Level 2). The Chair will be paid a daily rate of $885.
Members will be paid a daily rate of $560.

39. Reimbursement for expenses (e.g. travel and accommodation, if required) will be
provided. Work other than preparation for meetings must be approved and
minuted by the CSAC/Secretariat before it is undertaken.

40. The CSAC and its members will not have an independent budget.

Transparency and accountability

41. CSAC members should assume that all information presented to them, whether
written or in oral form, is public information and the principle of availability applies.
The CSAC is subject to the OIA and the Public Records Act 2005 (along with other
legislation), including all material produced for or by the CSAC.

42. All requests for the release of information under OIA will be handled by the
Secretariat in consultation with the Chair and the Ministers’ Offices.

43. The CSAC is subject to the Protective Security Requirements.

44. Members of the CSAC are not liable for any act or omission done or omitted in
their capacity as a member, if they acted in good faith and with reasonable care in
pursuance of the functions of the CSAC.

Confidentiality 

45. The work of the CSAC is confidential, unless otherwise agreed by the Minister for
the Digital Economy and Communications.

46. The Committee may require information from other agencies and stakeholders.
The Committee will engage with the Minister for the Digital Economy and
Communications, in consultation with the Minister Responsible for the GCSB,
regarding information requirements and, at the direction of either Minister, the
appropriate Office will liaise with the relevant agencies and officials to request
such information.



47. Whilst operating openly and transparently, the CSAC will ensure that information
confidential to the Committee (including but not limited to Intellectual Property
(below), confidential information, work product, strategies or tactics, or any other
matter that a reasonable person would consider private) is kept confidential to
members of the CSAC, and will not disclose information about the operations of
the CSAC to any person without the above agreement.

48. Members of the Committee must maintain confidentiality of matters discussed at
meetings, and any information or documents (not otherwise publicly available)
provided to the Committee.

Intellectual property 

49. All physical and intellectual outputs of the CSAC shall be the property of the
Crown. For the avoidance of doubt this includes all reports, papers, electronic
documents, software and recordings.

50. An exception to this may apply where outputs incorporate third party sources or
IP from panel members. Such situations will be considered on a case-by-case
basis.

Disestablishment of the CSAC 

51. The CSAC will be disestablished as of 15 June 2022, or may be disestablished at
any other time by the Minister for the Digital Economy and Communications, in
consultation with the Minister Responsible for the GCSB.



CODE OF CONDUCT FOR CSAC MEMBERS 
Purpose 
The Code of Conduct sets out expectations for the general conduct of Cyber Security 
Advisory Committee (CSAC) members. Members are advised that failure to comply 
with the Code of Conduct could result in the Minister considering their removal from 
the CSAC. 
General expectations 
It is expected all Committee members, including the Chair, will: 

• work in an inclusive, constructive and collaborative manner;

• raise the views of industry stakeholders and consider a wide range of perspectives
from the sector, rather than a narrow interest;

• take collective responsibility for the actions and decisions of the CSAC;

• act in accordance with process and protocols agreed or mandated by relevant
Ministers and the Chair;

• attend all scheduled meetings and undertake any required pre-meeting reading to
ensure they can engage fully at each meeting;

• work transparently and consistent with all privacy, security and legal
requirements, including but not limited to the requirements of the Official
Information Act 1982 and the Privacy Act 2020;

• maintain and safeguard the confidentiality of information submitted to them or
obtained in carrying out their role;

• disclose any real, potential or perceived conflicts of interest as they arise and agree
to the appropriate management of these conflicts, in the manner determined by the
Chair; and

• only claim for legitimate expenses they may incur.
Responses to media queries
Where a journalist or media outlet seeks the views of an individual member, or another 
group the member may belong to or represent, the member will make clear that any 
views presented by them represent their personal views, or those of the other group 
they may represent, and not those of the CSAC.  
Personal views 
Members are free to express a personal view in public or in the media at any time. 
When doing so they must observe the following: 
• comments must make clear that they represent a personal view and must not state

or imply that they represent the views of the CSAC;
• where a member may make a statement that is contrary to the agreed position of

the CSAC, the member must not state or imply that their statements represent a
majority view; and;



• comments to the media must observe the other general expectations of conduct,
e.g., maintaining and safeguarding the confidentiality of information presented to
them as a CSAC member.



INFORMATION REGARDING PAYMENTS OF FEES TO CSAC 
MEMBERS 

1. All members should complete the attached IR330C - Withholding Tax Declaration
Certificate and return this to  If you hold a Withholding Tax
Exemption Certificate from IRD, please also provide this to .
Payment will not be possible until the relevant documentation is received.

2. Please see attached a sample format for invoicing. Members should number their
invoice and include an email address for the remittance advice. Invoices should be
submitted on a monthly basis.

3. The invoice should quote your GST number if you are registered for GST, and add
the GST to the total invoiced. No GST will be added if you are not registered.

4. The amounts for fees should be subtotalled. Any expenses (if relevant) should be
shown and totalled separately. Any claims for reimbursement of expenses will need
to be accompanied by tax receipts.

5. Completed invoices should be sent to . Please submit these
in Word document format.

6. Once the invoice is submitted, DPMC Finance will deduct tax where applicable, and
make payment to the bank account supplied on the invoice. The bank account where
payment is to be deposited should be shown on the invoice.

7. Please note that there may be some delay in receiving the first payment while the
appropriate systems are put in place – your patience at this time will be appreciated.
Any questions, please contact 

8. If the member requires assistance with preparation of individual tax returns or
requires further personal tax advice, they should refer to a Chartered Accountant. For
additional information on taxation of Schedular Payments, please refer to the IRD
website: https://www.ird.govt.nz/income-tax/withholding-taxes/schedular-payments

s 9(2)(k)
s 9(2)(k)

s 9(2)(k)

s 9(2)(k)



Acceptance of Appointment form 

I__________________________________________________________________ (full name) 
accept the Terms of my Appointment as Chair/Member (delete as appropriate) of the Cyber 
Security Advisory Committee (CSAC) as outlined in the attached Appointments Letter. 

I declare that (circle the option which applies) 

I have no known conflicts of interest 

OR 

That all other known conflicts of interest are listed below together with the 
arrangements which have been put in place to manage these. 

Known conflicts of interest Management arrangement 

Signature  ____________________________________ 

Date   / / 



Code of Conduct Agreement 

I__________________________________________________________________(full name) 
understand and am willing to comply with the Code of Conduct for the Cyber Security Advisory 
Committee (CSAC). 

Signature  ____________________________________ 

Date   / / 



INVOICE TO: 

Department of the Prime Minister and Cabinet 
Executive Wing 
The Beehive 
Wellington 

FROM: 

[insert full name, physical address and email address] 

Date of Invoice:     Cost centre reference: 094-302 
Invoice Number : 
___________________________________________________________________ 

Panel Member Fees 

Meeting [insert date of meeting] $   
Reading time [if applicable] $   

Sub Total for Meeting Fees $   

Meeting expenses (if applicable) $ 

GST  (@15%) if applicable  $ - 
___________ 

TOTAL $   
=========== 

Bank Account details:  [insert bank account number] 









3 June 2022 

Dear Hamish, 

In December 2021, I and Hon Andrew Little convened the Cyber Security Advisory Committee 

(CSAC) for a six-month period to provide independent, industry-centric advice to government 

on options for lifting New Zealand’s cyber security and resilience. As this initial term draws to 

a close, I wish to thank you for the dedication and enthusiasm you have applied to this task. 

The quality of the CSAC’s outputs and the calibre of the advice delivered across the four 

workstreams outlined in your Terms of Reference are commendable. 

As you will be aware, the CSAC’s advice has supported the work shortly being presented to 

Cabinet on lifting cyber security and resilience in the wider economy. The recommendations 

in the advice you delivered in March, alongside the findings of interagency workstreams, have 

been instrumental in determining three priority initiatives we will be proposing to Cabinet, 

namely:  

- developing a compliance regime for minimum mandatory cyber security standards for

Nationally Significant Organisations (NSOs) and critical infrastructure;

- introducing mandatory cyber incident reporting requirements of significant cyber incidents

and ransom payments for NSOs and critical infrastructure and sectors; and

- the creation of a ‘single front door’ for the public to report cyber incidents.

While the report back to Cabinet will focus on progressing the priority initiatives above, I thank 

you for the breadth of recommendations you made in your report. There is a high degree of 

convergence between the additional recommendations you made and a number of ongoing 

workstreams by government, including as part of the implementation of the 2019 Cyber 

Security Strategy. I would be pleased to direct officials to brief you on this at your convenience. 

 

 

  

Subject to approval by Cabinet, I intend to extend the CSAC’s term for a further four months, 

and thank you for your willingness to continue your appointment. I am writing to provide you 

with further detail on my intentions for your work programme for this extended term. 

A single front door for reporting cyber incidents 

In line with your recommendation, subject to approval by Cabinet, Hon Little and I intend to 

task officials with developing a programme of work to deliver a single front door for providing 

companies, organisations, and individuals a place for reporting cyber incidents, obtaining 

incident management advice, and where appropriate, practical help to respond and recover. 

 

s 9(2)(f)(iv)



Industry-centric perspectives would be of great value as this work progresses, and I ask that 

you make this a central workstream during your extended term. 

It is important to clarify that I do not currently consider that a new agency or entity is required, 

nor that current organisations need to be merged to deliver an effective single front door. I 

also do not envisage that the single front door itself would have additional functions such as 

providing proactive communications on cyber security: those functions would remain the 

responsibility of current lead agencies. Within that context, I would appreciate specific advice 

on the following aspects of design and implementation: 

- key components and considerations to bear in mind for the design of a victim-centric

‘single front door’;

- partners with whom to engage on building a Te Ao Māori focus, and giving effect to Te

Tiriti in the design of a ‘single front door’; and

- how to maximise the benefits to the business sector arising from improved data

collection on cyber threats and trends at central government level.

I believe there would be value in a joint discussion with officials as you commence your term 

extension to discuss these considerations in more detail, as well as to receive briefing on the 

work in this area to date and necessary background material. I would be pleased to direct 

officials to engage with you directly on this point, and would encourage you to meet regularly 

with officials as this work progresses for the duration of your term extension. 

Beyond this, I would also appreciate the CSAC making itself available to provide views on

the finalised Cabinet paper on cyber security in the broader economy – which has been shared 

with you in draft form – following its presentation to Cabinet in early June. Assuming it is 

approved by Cabinet through that process, I would welcome the CSAC’s views in particular 

on industry priorities under the key initiatives proposed, and key considerations for a work 

programme to implement them. 

Finally, I would welcome the CSAC’s making itself available to review work arising from 

Cabinet decisions in December 2021 on lifting New Zealand’s cyber security and resilience in 

the public service, if requested. 

I look forward to receiving your advice on these matters, and take this opportunity to thank 

you once more for your contribution to this Committee. 

Yours sincerely, 

Hon Dr David Clark 

Minister for the Digital Economy and Communications 



3 June 2022 

Dear Jon, 

In December 2021, I and Hon Andrew Little convened the Cyber Security Advisory Committee 

(CSAC) for a six-month period to provide independent, industry-centric advice to government 

on options for lifting New Zealand’s cyber security and resilience. As this initial term draws to 

a close, I wish to thank you for the dedication and enthusiasm you have applied to this task. 

The quality of the CSAC’s outputs and the calibre of the advice delivered across the four 

workstreams outlined in your Terms of Reference are commendable. 

As you will be aware, the CSAC’s advice has supported the work shortly being presented to 

Cabinet on lifting cyber security and resilience in the wider economy. The recommendations 

in the advice you delivered in March, alongside the findings of interagency workstreams, have 

been instrumental in determining three priority initiatives we will be proposing to Cabinet, 

namely:  

- developing a compliance regime for minimum mandatory cyber security standards for

Nationally Significant Organisations (NSOs) and critical infrastructure;

- introducing mandatory cyber incident reporting requirements of significant cyber incidents

and ransom payments for NSOs and critical infrastructure and sectors; and

- the creation of a ‘single front door’ for the public to report cyber incidents.

While the report back to Cabinet will focus on progressing the priority initiatives above, I thank 

you for the breadth of recommendations you made in your report. There is a high degree of 

convergence between the additional recommendations you made and a number of ongoing 

workstreams by government, including as part of the implementation of the 2019 Cyber 

Security Strategy. I would be pleased to direct officials to brief you on this at your convenience. 

 

 

  

Subject to approval by Cabinet, I intend to extend the CSAC’s term for a further four months, 

and thank you for your willingness to continue your appointment. I am writing to provide you 

with further detail on my intentions for your work programme for this extended term. 

A single front door for reporting cyber incidents 

In line with your recommendation, subject to approval by Cabinet, Hon Little and I intend to 

task officials with developing a programme of work to deliver a single front door for providing 

companies, organisations, and individuals a place for reporting cyber incidents, obtaining 

incident management advice, and where appropriate, practical help to respond and recover. 

s 9(2)((f)(iv)



Industry-centric perspectives would be of great value as this work progresses, and I ask that 

you make this a central workstream during your extended term. 

It is important to clarify that I do not currently consider that a new agency or entity is required, 

nor that current organisations need to be merged to deliver an effective single front door. I 

also do not envisage that the single front door itself would have additional functions such as 

providing proactive communications on cyber security: those functions would remain the 

responsibility of current lead agencies. Within that context, I would appreciate specific advice 

on the following aspects of design and implementation: 

- key components and considerations to bear in mind for the design of a victim-centric

‘single front door’;

- partners with whom to engage on building a Te Ao Māori focus, and giving effect to Te

Tiriti in the design of a ‘single front door’; and

- how to maximise the benefits to the business sector arising from improved data

collection on cyber threats and trends at central government level.

I believe there would be value in a joint discussion with officials as you commence your term 

extension to discuss these considerations in more detail, as well as to receive briefing on the 

work in this area to date and necessary background material. I would be pleased to direct 

officials to engage with you directly on this point, and would encourage you to meet regularly 

with officials as this work progresses for the duration of your term extension. 

Beyond this, I would also appreciate the CSAC making itself available to provide views on

the finalised Cabinet paper on cyber security in the broader economy – which has been shared 

with you in draft form – following its presentation to Cabinet in early June. Assuming it is 

approved by Cabinet through that process, I would welcome the CSAC’s views in particular 

on industry priorities under the key initiatives proposed, and key considerations for a work 

programme to implement them. 

Finally, I would welcome the CSAC’s making itself available to review work arising from 

Cabinet decisions in December 2021 on lifting New Zealand’s cyber security and resilience in 

the public service, if requested. 

I look forward to receiving your advice on these matters, and take this opportunity to thank 

you once more for your contribution to this Committee. 

Yours sincerely, 

Hon Dr David Clark 

Minister for the Digital Economy and Communications 



3 June 2022 

Dear Mike, 

In December 2021, I and Hon Andrew Little convened the Cyber Security Advisory Committee 

(CSAC) for a six-month period to provide independent, industry-centric advice to government 

on options for lifting New Zealand’s cyber security and resilience. As this initial term draws to 

a close, I wish to thank you for the dedication and enthusiasm you have applied to this task. 

The quality of the CSAC’s outputs and the calibre of the advice delivered across the four 

workstreams outlined in your Terms of Reference are commendable. 

As you will be aware, the CSAC’s advice has supported the work shortly being presented to 

Cabinet on lifting cyber security and resilience in the wider economy. The recommendations 

in the advice you delivered in March, alongside the findings of interagency workstreams, have 

been instrumental in determining three priority initiatives we will be proposing to Cabinet, 

namely:  

- developing a compliance regime for minimum mandatory cyber security standards for

Nationally Significant Organisations (NSOs) and critical infrastructure;

- introducing mandatory cyber incident reporting requirements of significant cyber incidents

and ransom payments for NSOs and critical infrastructure and sectors; and

- the creation of a ‘single front door’ for the public to report cyber incidents.

While the report back to Cabinet will focus on progressing the priority initiatives above, I thank 

you for the breadth of recommendations you made in your report. There is a high degree of 

convergence between the additional recommendations you made and a number of ongoing 

workstreams by government, including as part of the implementation of the 2019 Cyber 

Security Strategy. I would be pleased to direct officials to brief you on this at your convenience. 

 

 

  

Subject to approval by Cabinet, I intend to extend the CSAC’s term for a further four months, 

and thank you for your willingness to continue your appointment. I am writing to provide you 

with further detail on my intentions for your work programme for this extended term. 

A single front door for reporting cyber incidents 

In line with your recommendation, subject to approval by Cabinet, Hon Little and I intend to 

task officials with developing a programme of work to deliver a single front door for providing 

companies, organisations, and individuals a place for reporting cyber incidents, obtaining 

incident management advice, and where appropriate, practical help to respond and recover. 
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Industry-centric perspectives would be of great value as this work progresses, and I ask that 

you make this a central workstream during your extended term. 

It is important to clarify that I do not currently consider that a new agency or entity is required, 

nor that current organisations need to be merged to deliver an effective single front door. I 

also do not envisage that the single front door itself would have additional functions such as 

providing proactive communications on cyber security: those functions would remain the 

responsibility of current lead agencies. Within that context, I would appreciate specific advice 

on the following aspects of design and implementation: 

- key components and considerations to bear in mind for the design of a victim-centric

‘single front door’;

- partners with whom to engage on building a Te Ao Māori focus, and giving effect to Te

Tiriti in the design of a ‘single front door’; and

- how to maximise the benefits to the business sector arising from improved data

collection on cyber threats and trends at central government level.

I believe there would be value in a joint discussion with officials as you commence your term 

extension to discuss these considerations in more detail, as well as to receive briefing on the 

work in this area to date and necessary background material. I would be pleased to direct 

officials to engage with you directly on this point, and would encourage you to meet regularly 

with officials as this work progresses for the duration of your term extension. 

Beyond this, I would also appreciate the CSAC making itself available to provide views on

the finalised Cabinet paper on cyber security in the broader economy – which has been shared 

with you in draft form – following its presentation to Cabinet in early June. Assuming it is 

approved by Cabinet through that process, I would welcome the CSAC’s views in particular 

on industry priorities under the key initiatives proposed, and key considerations for a work 

programme to implement them. 

Finally, I would welcome the CSAC’s making itself available to review work arising from 

Cabinet decisions in December 2021 on lifting New Zealand’s cyber security and resilience in 

the public service, if requested. 

I look forward to receiving your advice on these matters, and take this opportunity to thank 

you once more for your contribution to this Committee. 

Yours sincerely, 

Hon Dr David Clark 

Minister for the Digital Economy and Communications 



3 June 2022 

Dear Sheridan, 

In December 2021, I and Hon Andrew Little convened the Cyber Security Advisory Committee 

(CSAC) for a six-month period to provide independent, industry-centric advice to government 

on options for lifting New Zealand’s cyber security and resilience. As this initial term draws to 

a close, I wish to thank you for the dedication and enthusiasm you have applied to this task. 

The quality of the CSAC’s outputs and the calibre of the advice delivered across the four 

workstreams outlined in your Terms of Reference are commendable. 

As you will be aware, the CSAC’s advice has supported the work shortly being presented to 

Cabinet on lifting cyber security and resilience in the wider economy. The recommendations 

in the advice you delivered in March, alongside the findings of interagency workstreams, have 

been instrumental in determining three priority initiatives we will be proposing to Cabinet, 

namely:  

- developing a compliance regime for minimum mandatory cyber security standards for

Nationally Significant Organisations (NSOs) and critical infrastructure;

- introducing mandatory cyber incident reporting requirements of significant cyber incidents

and ransom payments for NSOs and critical infrastructure and sectors; and

- the creation of a ‘single front door’ for the public to report cyber incidents.

While the report back to Cabinet will focus on progressing the priority initiatives above, I thank 

you for the breadth of recommendations you made in your report. There is a high degree of 

convergence between the additional recommendations you made and a number of ongoing 

workstreams by government, including as part of the implementation of the 2019 Cyber 

Security Strategy. I would be pleased to direct officials to brief you on this at your convenience. 

 

 

  

Subject to approval by Cabinet, I intend to extend the CSAC’s term for a further four months, 

and thank you for your willingness to continue your appointment. I am writing to provide you 

with further detail on my intentions for your work programme for this extended term. 

A single front door for reporting cyber incidents 

In line with your recommendation, subject to approval by Cabinet, Hon Little and I intend to 

task officials with developing a programme of work to deliver a single front door for providing 

companies, organisations, and individuals a place for reporting cyber incidents, obtaining 

incident management advice, and where appropriate, practical help to respond and recover. 
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Industry-centric perspectives would be of great value as this work progresses, and I ask that 

you make this a central workstream during your extended term. 

It is important to clarify that I do not currently consider that a new agency or entity is required, 

nor that current organisations need to be merged to deliver an effective single front door. I 

also do not envisage that the single front door itself would have additional functions such as 

providing proactive communications on cyber security: those functions would remain the 

responsibility of current lead agencies. Within that context, I would appreciate specific advice 

on the following aspects of design and implementation: 

- key components and considerations to bear in mind for the design of a victim-centric

‘single front door’;

- partners with whom to engage on building a Te Ao Māori focus, and giving effect to Te

Tiriti in the design of a ‘single front door’; and

- how to maximise the benefits to the business sector arising from improved data

collection on cyber threats and trends at central government level.

I believe there would be value in a joint discussion with officials as you commence your term 

extension to discuss these considerations in more detail, as well as to receive briefing on the 

work in this area to date and necessary background material. I would be pleased to direct 

officials to engage with you directly on this point, and would encourage you to meet regularly 

with officials as this work progresses for the duration of your term extension. 

Beyond this, I would also appreciate the CSAC making itself available to provide views on

the finalised Cabinet paper on cyber security in the broader economy – which has been shared 

with you in draft form – following its presentation to Cabinet in early June. Assuming it is 

approved by Cabinet through that process, I would welcome the CSAC’s views in particular 

on industry priorities under the key initiatives proposed, and key considerations for a work 

programme to implement them. 

Finally, I would welcome the CSAC’s making itself available to review work arising from 

Cabinet decisions in December 2021 on lifting New Zealand’s cyber security and resilience in 

the public service, if requested. 

I look forward to receiving your advice on these matters, and take this opportunity to thank 

you once more for your contribution to this Committee. 

Yours sincerely, 

Hon Dr David Clark 

Minister for the Digital Economy and Communications 



3 June 2022 

Dear Steve,

In December 2021, I and Hon Andrew Little convened the Cyber Security Advisory Committee 

(CSAC) for a six-month period to provide independent, industry-centric advice to government 

on options for lifting New Zealand’s cyber security and resilience. As this initial term draws to 

a close, I wish to thank you for the dedication and enthusiasm you have applied to this task. 

The quality of the CSAC’s outputs and the calibre of the advice delivered across the four 

workstreams outlined in your Terms of Reference are commendable. 

As you will be aware, the CSAC’s advice has supported the work shortly being presented to 

Cabinet on lifting cyber security and resilience in the wider economy. The recommendations 

in the advice you delivered in March, alongside the findings of interagency workstreams, have 

been instrumental in determining three priority initiatives we will be proposing to Cabinet, 

namely:  

- developing a compliance regime for minimum mandatory cyber security standards for

Nationally Significant Organisations (NSOs) and critical infrastructure;

- introducing mandatory cyber incident reporting requirements of significant cyber incidents

and ransom payments for NSOs and critical infrastructure and sectors; and

- the creation of a ‘single front door’ for the public to report cyber incidents.

While the report back to Cabinet will focus on progressing the priority initiatives above, I thank 

you for the breadth of recommendations you made in your report. There is a high degree of 

convergence between the additional recommendations you made and a number of ongoing 

workstreams by government, including as part of the implementation of the 2019 Cyber 

Security Strategy. I would be pleased to direct officials to brief you on this at your convenience. 

 

 

  

Subject to approval by Cabinet, I intend to extend the CSAC’s term for a further four months, 

and thank you for your willingness to continue your appointment. I am writing to provide you 

with further detail on my intentions for your work programme for this extended term. 

A single front door for reporting cyber incidents 

In line with your recommendation, subject to approval by Cabinet, Hon Little and I intend to 

task officials with developing a programme of work to deliver a single front door for providing 

companies, organisations, and individuals a place for reporting cyber incidents, obtaining 

incident management advice, and where appropriate, practical help to respond and recover. 
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Industry-centric perspectives would be of great value as this work progresses, and I ask that 

you make this a central workstream during your extended term. 

It is important to clarify that I do not currently consider that a new agency or entity is required, 

nor that current organisations need to be merged to deliver an effective single front door. I 

also do not envisage that the single front door itself would have additional functions such as 

providing proactive communications on cyber security: those functions would remain the 

responsibility of current lead agencies. Within that context, I would appreciate specific advice 

on the following aspects of design and implementation: 

- key components and considerations to bear in mind for the design of a victim-centric

‘single front door’;

- partners with whom to engage on building a Te Ao Māori focus, and giving effect to Te

Tiriti in the design of a ‘single front door’; and

- how to maximise the benefits to the business sector arising from improved data

collection on cyber threats and trends at central government level.

I believe there would be value in a joint discussion with officials as you commence your term 

extension to discuss these considerations in more detail, as well as to receive briefing on the 

work in this area to date and necessary background material. I would be pleased to direct 

officials to engage with you directly on this point, and would encourage you to meet regularly 

with officials as this work progresses for the duration of your term extension. 

Beyond this, I would also appreciate the CSAC making itself available to provide views on

the finalised Cabinet paper on cyber security in the broader economy – which has been shared 

with you in draft form – following its presentation to Cabinet in early June. Assuming it is 

approved by Cabinet through that process, I would welcome the CSAC’s views in particular 

on industry priorities under the key initiatives proposed, and key considerations for a work 

programme to implement them. 

Finally, I would welcome the CSAC’s making itself available to review work arising from 

Cabinet decisions in December 2021 on lifting New Zealand’s cyber security and resilience in 

the public service, if requested. 

I look forward to receiving your advice on these matters, and take this opportunity to thank 

you once more for your contribution to this Committee. 

Yours sincerely, 

Hon Dr David Clark 

Minister for the Digital Economy and Communications 



3 June 2022 

Dear Vanessa, 

In December 2021, I and Hon Andrew Little convened the Cyber Security Advisory Committee 

(CSAC) for a six-month period to provide independent, industry-centric advice to government 

on options for lifting New Zealand’s cyber security and resilience. As this initial term draws to 

a close, I wish to thank you for the dedication and enthusiasm you have applied to this task. 

The quality of the CSAC’s outputs and the calibre of the advice delivered across the four 

workstreams outlined in your Terms of Reference are commendable. 

As you will be aware, the CSAC’s advice has supported the work shortly being presented to 

Cabinet on lifting cyber security and resilience in the wider economy. The recommendations 

in the advice you delivered in March, alongside the findings of interagency workstreams, have 

been instrumental in determining three priority initiatives we will be proposing to Cabinet, 

namely:  

- developing a compliance regime for minimum mandatory cyber security standards for

Nationally Significant Organisations (NSOs) and critical infrastructure;

- introducing mandatory cyber incident reporting requirements of significant cyber incidents

and ransom payments for NSOs and critical infrastructure and sectors; and

- the creation of a ‘single front door’ for the public to report cyber incidents.

While the report back to Cabinet will focus on progressing the priority initiatives above, I thank 

you for the breadth of recommendations you made in your report. There is a high degree of 

convergence between the additional recommendations you made and a number of ongoing 

workstreams by government, including as part of the implementation of the 2019 Cyber 

Security Strategy. I would be pleased to direct officials to brief you on this at your convenience. 

 

 

  

Subject to approval by Cabinet, I intend to extend the CSAC’s term for a further four months, 

and thank you for your willingness to continue your appointment. I am writing to provide you 

with further detail on my intentions for your work programme for this extended term. 

A single front door for reporting cyber incidents 

In line with your recommendation, subject to approval by Cabinet, Hon Little and I intend to 

task officials with developing a programme of work to deliver a single front door for providing 

companies, organisations, and individuals a place for reporting cyber incidents, obtaining 

incident management advice, and where appropriate, practical help to respond and recover. 
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Industry-centric perspectives would be of great value as this work progresses, and I ask that 

you make this a central workstream during your extended term. 

It is important to clarify that I do not currently consider that a new agency or entity is required, 

nor that current organisations need to be merged to deliver an effective single front door. I 

also do not envisage that the single front door itself would have additional functions such as 

providing proactive communications on cyber security: those functions would remain the 

responsibility of current lead agencies. Within that context, I would appreciate specific advice 

on the following aspects of design and implementation: 

- key components and considerations to bear in mind for the design of a victim-centric

‘single front door’;

- partners with whom to engage on building a Te Ao Māori focus, and giving effect to Te

Tiriti in the design of a ‘single front door’; and

- how to maximise the benefits to the business sector arising from improved data

collection on cyber threats and trends at central government level.

I believe there would be value in a joint discussion with officials as you commence your term 

extension to discuss these considerations in more detail, as well as to receive briefing on the 

work in this area to date and necessary background material. I would be pleased to direct 

officials to engage with you directly on this point, and would encourage you to meet regularly 

with officials as this work progresses for the duration of your term extension. 

Beyond this, I would also appreciate the CSAC making itself available to provide views on

the finalised Cabinet paper on cyber security in the broader economy – which has been shared 

with you in draft form – following its presentation to Cabinet in early June. Assuming it is 

approved by Cabinet through that process, I would welcome the CSAC’s views in particular 

on industry priorities under the key initiatives proposed, and key considerations for a work 

programme to implement them. 

Finally, I would welcome the CSAC’s making itself available to review work arising from 

Cabinet decisions in December 2021 on lifting New Zealand’s cyber security and resilience in 

the public service, if requested. 

I look forward to receiving your advice on these matters, and take this opportunity to thank 

you once more for your contribution to this Committee. 

Yours sincerely, 

Hon Dr David Clark 

Minister for the Digital Economy and Communications 



3 June 2022 

Dear Victoria, 

In December 2021, I and Hon Andrew Little convened the Cyber Security Advisory Committee 

(CSAC) for a six-month period to provide independent, industry-centric advice to government 

on options for lifting New Zealand’s cyber security and resilience. As this initial term draws to 

a close, I wish to thank you for the dedication and enthusiasm you have applied to this task. 

The quality of the CSAC’s outputs and the calibre of the advice delivered across the four 

workstreams outlined in your Terms of Reference are commendable. 

As you will be aware, the CSAC’s advice has supported the work shortly being presented to 

Cabinet on lifting cyber security and resilience in the wider economy. The recommendations 

in the advice you delivered in March, alongside the findings of interagency workstreams, have 

been instrumental in determining three priority initiatives we will be proposing to Cabinet, 

namely:  

- developing a compliance regime for minimum mandatory cyber security standards for

Nationally Significant Organisations (NSOs) and critical infrastructure;

- introducing mandatory cyber incident reporting requirements of significant cyber incidents

and ransom payments for NSOs and critical infrastructure and sectors; and

- the creation of a ‘single front door’ for the public to report cyber incidents.

While the report back to Cabinet will focus on progressing the priority initiatives above, I thank 

you for the breadth of recommendations you made in your report. There is a high degree of 

convergence between the additional recommendations you made and a number of ongoing 

workstreams by government, including as part of the implementation of the 2019 Cyber 

Security Strategy. I would be pleased to direct officials to brief you on this at your convenience. 

 

 

  

Subject to approval by Cabinet, I intend to extend the CSAC’s term for a further four months, 

and thank you for your willingness to continue your appointment. I am writing to provide you 

with further detail on my intentions for your work programme for this extended term. 

A single front door for reporting cyber incidents 

In line with your recommendation, subject to approval by Cabinet, Hon Little and I intend to 

task officials with developing a programme of work to deliver a single front door for providing 

companies, organisations, and individuals a place for reporting cyber incidents, obtaining 

incident management advice, and where appropriate, practical help to respond and recover. 
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Industry-centric perspectives would be of great value as this work progresses, and I ask that 

you make this a central workstream during your extended term. 

It is important to clarify that I do not currently consider that a new agency or entity is required, 

nor that current organisations need to be merged to deliver an effective single front door. I 

also do not envisage that the single front door itself would have additional functions such as 

providing proactive communications on cyber security: those functions would remain the 

responsibility of current lead agencies. Within that context, I would appreciate specific advice 

on the following aspects of design and implementation: 

- key components and considerations to bear in mind for the design of a victim-centric

‘single front door’;

- partners with whom to engage on building a Te Ao Māori focus, and giving effect to Te

Tiriti in the design of a ‘single front door’; and

- how to maximise the benefits to the business sector arising from improved data

collection on cyber threats and trends at central government level.

I believe there would be value in a joint discussion with officials as you commence your term 

extension to discuss these considerations in more detail, as well as to receive briefing on the 

work in this area to date and necessary background material. I would be pleased to direct 

officials to engage with you directly on this point, and would encourage you to meet regularly 

with officials as this work progresses for the duration of your term extension. 

Beyond this, I would also appreciate the CSAC making itself available to provide views on

the finalised Cabinet paper on cyber security in the broader economy – which has been shared 

with you in draft form – following its presentation to Cabinet in early June. Assuming it is 

approved by Cabinet through that process, I would welcome the CSAC’s views in particular 

on industry priorities under the key initiatives proposed, and key considerations for a work 

programme to implement them. 

Finally, I would welcome the CSAC’s making itself available to review work arising from 

Cabinet decisions in December 2021 on lifting New Zealand’s cyber security and resilience in 

the public service, if requested. 

I look forward to receiving your advice on these matters, and take this opportunity to thank 

you once more for your contribution to this Committee. 

Yours sincerely, 

Hon Dr David Clark 

Minister for the Digital Economy and Communications 



23 November 2022 

Dear Hamish, 

With the Cyber Security Advisory Committee (CSAC)’s term now at a close, I wish to thank 

you for the contribution you have made as a member of this Committee. 

Hon Andrew Little and I convened the CSAC in December 2021 to provide industry-centric 

perspectives on opportunities to lift New Zealand’s cyber security and resilience. I thank you 

and your CSAC colleagues for the high calibre advice you provided, across a broad range of 

workstreams, and the Committee’s spirit of collaboration with officials and Ministers. 

Over the past ten months, the CSAC has provided considered advice on a range of policy 

questions. You began your term with work to deliver insights on cyber security policy, and the 

design of cyber security services to support business, as well as opportunities to bring together 

the collective expertise of the cyber security ecosystem. As outlined to you in my 

correspondence of 3 June, the CSAC’s advice was instrumental in identifying the initiatives 

approved by Cabinet in June to lift cyber security across the economy. The CSAC’s advice, 

received 28 June, did an excellent job of contextualising and sharpening the advice you 

provided previously. I commend the ambitious vision and broad thinking you applied to this 

paper, as well as the outreach you undertook to ground your thinking in the lived experience 

of businesses.  

I also appreciated the perspectives you shared on the paper Hon Little and I presented to 

Cabinet in June - ‘Cyber Security – Strengthening resilience in the wider economy’. As noted, 

the three core initiatives outlined in the Cabinet paper were informed by your hard work - I 

recognise your focus on the need to effect rapid change through expeditious implementation 

of these workstreams. 

Single front door 

The CSAC’s term extension has enabled you to develop focused advice on key considerations 

for the design and establishment of a single front door. Hon Little and I appreciate the work 

you have put into your final advice, and your vision for a single front door. Hon Little and I, 



along with other Ministerial colleagues with relevant portfolios, are now considering how best 

to effect change to cyber incident reporting, for which your advice is a valuable input. 

Critical infrastructure 

As you are aware, the June Cabinet paper also recommended the development of a 

compliance regime for minimum mandatory cyber security standards, and mandatory cyber 

incident reporting requirements for Nationally Significant Organisations and critical 

infrastructure. In this, the CSAC’s input has been invaluable. Work in these two areas - 

including consideration of a positive obligation on critical infrastructure operators to meet 

standards for cyber security - is set to progress at pace, as Ministers recognise the importance 

of enhancing the resilience of our critical infrastructure. Your insights on these topics in your 

report backs have been valuable inputs to the ongoing development of this work. 

 

 

 

 

 

 

. 

While the CSAC and its funding arrangements formally ceased on 15 October, I hope to 

remain connected on an informal basis if your schedule permits. As respected industry 

representatives, you bring unique experiences to inform our thinking and I hope to continue to 

benefit from your valuable perspectives as relevant occasions arise. 

Thank you once more for your contribution to the CSAC, and for the enthusiasm and 

dedication you have brought to this work. 

Yours sincerely 

Hon Dr David Clark 

Minister for the Digital Economy and Communications 
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23 November 2022 

Dear Jon, 

With the Cyber Security Advisory Committee (CSAC)’s term now at a close, I wish to thank 

you for the contribution you have made as a member of this Committee. 

Hon Andrew Little and I convened the CSAC in December 2021 to provide industry-centric 

perspectives on opportunities to lift New Zealand’s cyber security and resilience. I thank you 

and your CSAC colleagues for the high calibre advice you provided, across a broad range of 

workstreams, and the Committee’s spirit of collaboration with officials and Ministers. 

Over the past ten months, the CSAC has provided considered advice on a range of policy 

questions. You began your term with work to deliver insights on cyber security policy, and the 

design of cyber security services to support business, as well as opportunities to bring together 

the collective expertise of the cyber security ecosystem. As outlined to you in my 

correspondence of 3 June, the CSAC’s advice was instrumental in identifying the initiatives 

approved by Cabinet in June to lift cyber security across the economy. The CSAC’s advice, 

received 28 June, did an excellent job of contextualising and sharpening the advice you 

provided previously. I commend the ambitious vision and broad thinking you applied to this 

paper, as well as the outreach you undertook to ground your thinking in the lived experience 

of businesses.  

I also appreciated the perspectives you shared on the paper Hon Little and I presented to 

Cabinet in June - ‘Cyber Security – Strengthening resilience in the wider economy’. As noted, 

the three core initiatives outlined in the Cabinet paper were informed by your hard work - I 

recognise your focus on the need to effect rapid change through expeditious implementation 

of these workstreams. 

Single front door 

The CSAC’s term extension has enabled you to develop focused advice on key considerations 

for the design and establishment of a single front door. Hon Little and I appreciate the work 

you have put into your final advice, and your vision for a single front door. Hon Little and I, 



along with other Ministerial colleagues with relevant portfolios, are now considering how best 

to effect change to cyber incident reporting, for which your advice is a valuable input. 

Critical infrastructure 

As you are aware, the June Cabinet paper also recommended the development of a 

compliance regime for minimum mandatory cyber security standards, and mandatory cyber 

incident reporting requirements for Nationally Significant Organisations and critical 

infrastructure. In this, the CSAC’s input has been invaluable. Work in these two areas - 

including consideration of a positive obligation on critical infrastructure operators to meet 

standards for cyber security - is set to progress at pace, as Ministers recognise the importance 

of enhancing the resilience of our critical infrastructure. Your insights on these topics in your 

report backs have been valuable inputs to the ongoing development of this work. 

 

 

 

 

 

 

 

While the CSAC and its funding arrangements formally ceased on 15 October, I hope to 

remain connected on an informal basis if your schedule permits. As respected industry 

representatives, you bring unique experiences to inform our thinking and I hope to continue to 

benefit from your valuable perspectives as relevant occasions arise. 

Thank you once more for your contribution to the CSAC, and for the enthusiasm and 

dedication you have brought to this work. 

Yours sincerely 

Hon Dr David Clark 

Minister for the Digital Economy and Communications 
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23 November 2022 

Dear Mike, 

With the Cyber Security Advisory Committee (CSAC)’s term now at a close, I wish to thank 

you for the contribution you have made as Chair of this Committee. 

Hon Andrew Little and I convened the CSAC in December 2021 to provide industry-centric 

perspectives on opportunities to lift New Zealand’s cyber security and resilience. I thank you 

and your CSAC colleagues for the high calibre advice you provided, across a broad range of 

workstreams, and the Committee’s spirit of collaboration with officials and Ministers. 

Over the past ten months, the CSAC has provided considered advice on a range of policy 

questions. You began your term with work to deliver insights on cyber security policy, and the 

design of cyber security services to support business, as well as opportunities to bring together 

the collective expertise of the cyber security ecosystem. As outlined to you in my 

correspondence of 3 June, the CSAC’s advice was instrumental in identifying the initiatives 

approved by Cabinet in June to lift cyber security across the economy. The CSAC’s advice, 

received 28 June, did an excellent job of contextualising and sharpening the advice you 

provided previously. I commend the ambitious vision and broad thinking you applied to this 

paper, as well as the outreach you undertook to ground your thinking in the lived experience 

of businesses.  

I also appreciated the perspectives you shared on the paper Hon Little and I presented to 

Cabinet in June - ‘Cyber Security – Strengthening resilience in the wider economy’. As noted, 

the three core initiatives outlined in the Cabinet paper were informed by your hard work - I 

recognise your focus on the need to effect rapid change through expeditious implementation 

of these workstreams. 

Single front door 

The CSAC’s term extension has enabled you to develop focused advice on key considerations 

for the design and establishment of a single front door. Hon Little and I appreciate the work 

you have put into your final advice, and your vision for a single front door. Hon Little and I, 



along with other Ministerial colleagues with relevant portfolios, are now considering how best 

to effect change to cyber incident reporting, for which your advice is a valuable input. 

Critical infrastructure 

As you are aware, the June Cabinet paper also recommended the development of a 

compliance regime for minimum mandatory cyber security standards, and mandatory cyber 

incident reporting requirements for Nationally Significant Organisations and critical 

infrastructure. In this, the CSAC’s input has been invaluable. Work in these two areas - 

including consideration of a positive obligation on critical infrastructure operators to meet 

standards for cyber security - is set to progress at pace, as Ministers recognise the importance 

of enhancing the resilience of our critical infrastructure. Your insights on these topics in your 

report backs have been valuable inputs to the ongoing development of this work. 

 

 

 

 

 

 

. 

While the CSAC and its funding arrangements formally ceased on 15 October, I hope to 

remain connected on an informal basis if your schedule permits. As respected industry 

representatives, you bring unique experiences to inform our thinking and I hope to continue to 

benefit from your valuable perspectives as relevant occasions arise. 

Thank you once more for your leadership of the CSAC, and for the enthusiasm and dedication 

you have brought to this work. 

Yours sincerely 

Hon Dr David Clark 

Minister for the Digital Economy and Communications 
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23 November 2022 

Dear Sheridan, 

With the Cyber Security Advisory Committee (CSAC)’s term now at a close, I wish to thank 

you for the contribution you have made as a member of this Committee. 

Hon Andrew Little and I convened the CSAC in December 2021 to provide industry-centric 

perspectives on opportunities to lift New Zealand’s cyber security and resilience. I thank you 

and your CSAC colleagues for the high calibre advice you provided, across a broad range of 

workstreams, and the Committee’s spirit of collaboration with officials and Ministers. 

Over the past ten months, the CSAC has provided considered advice on a range of policy 

questions. You began your term with work to deliver insights on cyber security policy, and the 

design of cyber security services to support business, as well as opportunities to bring together 

the collective expertise of the cyber security ecosystem. As outlined to you in my 

correspondence of 3 June, the CSAC’s advice was instrumental in identifying the initiatives 

approved by Cabinet in June to lift cyber security across the economy. The CSAC’s advice, 

received 28 June, did an excellent job of contextualising and sharpening the advice you 

provided previously. I commend the ambitious vision and broad thinking you applied to this 

paper, as well as the outreach you undertook to ground your thinking in the lived experience 

of businesses.  

I also appreciated the perspectives you shared on the paper Hon Little and I presented to 

Cabinet in June - ‘Cyber Security – Strengthening resilience in the wider economy’. As noted, 

the three core initiatives outlined in the Cabinet paper were informed by your hard work - I 

recognise your focus on the need to effect rapid change through expeditious implementation 

of these workstreams. 

Single front door 

The CSAC’s term extension has enabled you to develop focused advice on key considerations 

for the design and establishment of a single front door. Hon Little and I appreciate the work 

you have put into your final advice, and your vision for a single front door. Hon Little and I, 



along with other Ministerial colleagues with relevant portfolios, are now considering how best 

to effect change to cyber incident reporting, for which your advice is a valuable input. 

Critical infrastructure 

As you are aware, the June Cabinet paper also recommended the development of a 

compliance regime for minimum mandatory cyber security standards, and mandatory cyber 

incident reporting requirements for Nationally Significant Organisations and critical 

infrastructure. In this, the CSAC’s input has been invaluable. Work in these two areas - 

including consideration of a positive obligation on critical infrastructure operators to meet 

standards for cyber security - is set to progress at pace, as Ministers recognise the importance 

of enhancing the resilience of our critical infrastructure. Your insights on these topics in your 

report backs have been valuable inputs to the ongoing development of this work. 

 

 

 

 

 

 

 

While the CSAC and its funding arrangements formally ceased on 15 October, I hope to 

remain connected on an informal basis if your schedule permits. As respected industry 

representatives, you bring unique experiences to inform our thinking and I hope to continue to 

benefit from your valuable perspectives as relevant occasions arise. 

Thank you once more for your contribution to the CSAC, and for the enthusiasm and 

dedication you have brought to this work. 

Yours sincerely 

Hon Dr David Clark 

Minister for the Digital Economy and Communications 
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23 November 2022 

Dear Steve, 

With the Cyber Security Advisory Committee (CSAC)’s term now at a close, I wish to thank 

you for the contribution you have made as a member of this Committee. 

Hon Andrew Little and I convened the CSAC in December 2021 to provide industry-centric 

perspectives on opportunities to lift New Zealand’s cyber security and resilience. I thank you 

and your CSAC colleagues for the high calibre advice you provided, across a broad range of 

workstreams, and the Committee’s spirit of collaboration with officials and Ministers. 

Over the past ten months, the CSAC has provided considered advice on a range of policy 

questions. You began your term with work to deliver insights on cyber security policy, and the 

design of cyber security services to support business, as well as opportunities to bring together 

the collective expertise of the cyber security ecosystem. As outlined to you in my 

correspondence of 3 June, the CSAC’s advice was instrumental in identifying the initiatives 

approved by Cabinet in June to lift cyber security across the economy. The CSAC’s advice, 

received 28 June, did an excellent job of contextualising and sharpening the advice you 

provided previously. I commend the ambitious vision and broad thinking you applied to this 

paper, as well as the outreach you undertook to ground your thinking in the lived experience 

of businesses.  

I also appreciated the perspectives you shared on the paper Hon Little and I presented to 

Cabinet in June - ‘Cyber Security – Strengthening resilience in the wider economy’. As noted, 

the three core initiatives outlined in the Cabinet paper were informed by your hard work - I 

recognise your focus on the need to effect rapid change through expeditious implementation 

of these workstreams. 

Single front door 

The CSAC’s term extension has enabled you to develop focused advice on key considerations 

for the design and establishment of a single front door. Hon Little and I appreciate the work 

you have put into your final advice, and your vision for a single front door. Hon Little and I, 



along with other Ministerial colleagues with relevant portfolios, are now considering how best 

to effect change to cyber incident reporting, for which your advice is a valuable input. 

Critical infrastructure 

As you are aware, the June Cabinet paper also recommended the development of a 

compliance regime for minimum mandatory cyber security standards, and mandatory cyber 

incident reporting requirements for Nationally Significant Organisations and critical 

infrastructure. In this, the CSAC’s input has been invaluable. Work in these two areas - 

including consideration of a positive obligation on critical infrastructure operators to meet 

standards for cyber security - is set to progress at pace, as Ministers recognise the importance 

of enhancing the resilience of our critical infrastructure. Your insights on these topics in your 

report backs have been valuable inputs to the ongoing development of this work. 

 

 

 

 

 

 

 

While the CSAC and its funding arrangements formally ceased on 15 October, I hope to 

remain connected on an informal basis if your schedule permits. As respected industry 

representatives, you bring unique experiences to inform our thinking and I hope to continue to 

benefit from your valuable perspectives as relevant occasions arise. 

Thank you once more for your contribution to the CSAC, and for the enthusiasm and 

dedication you have brought to this work. 

Yours sincerely 

Hon Dr David Clark 

Minister for the Digital Economy and Communications 
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23 November 2022 

 

Dear Vanessa, 

 

With the Cyber Security Advisory Committee (CSAC)’s term now at a close, I wish to thank 

you for the contribution you have made as a member of this Committee. 

Hon Andrew Little and I convened the CSAC in December 2021 to provide industry-centric 

perspectives on opportunities to lift New Zealand’s cyber security and resilience. I thank you 

and your CSAC colleagues for the high calibre advice you provided, across a broad range of 

workstreams, and the Committee’s spirit of collaboration with officials and Ministers. 

Over the past ten months, the CSAC has provided considered advice on a range of policy 

questions. You began your term with work to deliver insights on cyber security policy, and the 

design of cyber security services to support business, as well as opportunities to bring together 

the collective expertise of the cyber security ecosystem. As outlined to you in my 

correspondence of 3 June, the CSAC’s advice was instrumental in identifying the initiatives 

approved by Cabinet in June to lift cyber security across the economy. The CSAC’s advice, 

received 28 June, did an excellent job of contextualising and sharpening the advice you 

provided previously. I commend the ambitious vision and broad thinking you applied to this 

paper, as well as the outreach you undertook to ground your thinking in the lived experience 

of businesses.  

I also appreciated the perspectives you shared on the paper Hon Little and I presented to 

Cabinet in June - ‘Cyber Security – Strengthening resilience in the wider economy’. As noted, 

the three core initiatives outlined in the Cabinet paper were informed by your hard work - I 

recognise your focus on the need to effect rapid change through expeditious implementation 

of these workstreams. 

Single front door 

The CSAC’s term extension has enabled you to develop focused advice on key considerations 

for the design and establishment of a single front door. Hon Little and I appreciate the work 

you have put into your final advice, and your vision for a single front door. Hon Little and I, 



along with other Ministerial colleagues with relevant portfolios, are now considering how best 

to effect change to cyber incident reporting, for which your advice is a valuable input. 

Critical infrastructure 

As you are aware, the June Cabinet paper also recommended the development of a 

compliance regime for minimum mandatory cyber security standards, and mandatory cyber 

incident reporting requirements for Nationally Significant Organisations and critical 

infrastructure. In this, the CSAC’s input has been invaluable. Work in these two areas - 

including consideration of a positive obligation on critical infrastructure operators to meet 

standards for cyber security - is set to progress at pace, as Ministers recognise the importance 

of enhancing the resilience of our critical infrastructure. Your insights on these topics in your 

report backs have been valuable inputs to the ongoing development of this work. 

 

 

 

 

 

 

 

While the CSAC and its funding arrangements formally ceased on 15 October, I hope to 

remain connected on an informal basis if your schedule permits. As respected industry 

representatives, you bring unique experiences to inform our thinking and I hope to continue to 

benefit from your valuable perspectives as relevant occasions arise. 

Thank you once more for your contribution to the CSAC, and for the enthusiasm and 

dedication you have brought to this work. 

Yours sincerely 

Hon Dr David Clark 

Minister for the Digital Economy and Communications 
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23 November 2022 

Dear Victoria, 

With the Cyber Security Advisory Committee (CSAC)’s term now at a close, I wish to thank 

you for the contribution you have made as a member of this Committee. 

Hon Andrew Little and I convened the CSAC in December 2021 to provide industry-centric 

perspectives on opportunities to lift New Zealand’s cyber security and resilience. I thank you 

and your CSAC colleagues for the high calibre advice you provided, across a broad range of 

workstreams, and the Committee’s spirit of collaboration with officials and Ministers. 

Over the past ten months, the CSAC has provided considered advice on a range of policy 

questions. You began your term with work to deliver insights on cyber security policy, and the 

design of cyber security services to support business, as well as opportunities to bring together 

the collective expertise of the cyber security ecosystem. As outlined to you in my 

correspondence of 3 June, the CSAC’s advice was instrumental in identifying the initiatives 

approved by Cabinet in June to lift cyber security across the economy. The CSAC’s advice, 

received 28 June, did an excellent job of contextualising and sharpening the advice you 

provided previously. I commend the ambitious vision and broad thinking you applied to this 

paper, as well as the outreach you undertook to ground your thinking in the lived experience 

of businesses.  

I also appreciated the perspectives you shared on the paper Hon Little and I presented to 

Cabinet in June - ‘Cyber Security – Strengthening resilience in the wider economy’. As noted, 

the three core initiatives outlined in the Cabinet paper were informed by your hard work - I 

recognise your focus on the need to effect rapid change through expeditious implementation 

of these workstreams. 

Single front door 

The CSAC’s term extension has enabled you to develop focused advice on key considerations 

for the design and establishment of a single front door. Hon Little and I appreciate the work 

you have put into your final advice, and your vision for a single front door. Hon Little and I, 



along with other Ministerial colleagues with relevant portfolios, are now considering how best 

to effect change to cyber incident reporting, for which your advice is a valuable input. 

Critical infrastructure 

As you are aware, the June Cabinet paper also recommended the development of a 

compliance regime for minimum mandatory cyber security standards, and mandatory cyber 

incident reporting requirements for Nationally Significant Organisations and critical 

infrastructure. In this, the CSAC’s input has been invaluable. Work in these two areas - 

including consideration of a positive obligation on critical infrastructure operators to meet 

standards for cyber security - is set to progress at pace, as Ministers recognise the importance 

of enhancing the resilience of our critical infrastructure. Your insights on these topics in your 

report backs have been valuable inputs to the ongoing development of this work. 

 

 

 

 

 

 

 

While the CSAC and its funding arrangements formally ceased on 15 October, I hope to 

remain connected on an informal basis if your schedule permits. As respected industry 

representatives, you bring unique experiences to inform our thinking and I hope to continue to 

benefit from your valuable perspectives as relevant occasions arise. 

Thank you once more for your contribution to the CSAC, and for the enthusiasm and 

dedication you have brought to this work. 

Yours sincerely 

Hon Dr David Clark 

Minister for the Digital Economy and Communications 
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attached Appointments Letter. 

 

I declare that (circle the option which applies) 

  I have no known conflicts of interest 

      OR 

 That all other known conflicts of interest are listed below together with the 
arrangements which have been put in place to manage these. 



  

Known conflicts of interest Management arrangement 

Financial interest in, and employee of, ZX 
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Risk) 
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other committee members at first 
meeting 
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